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GoCrypt Quick Guide 

Right mouse-click “ Run as Administrator” on file "GoCrypt.exe" to start the installation. We 

recommend that you keep the default standard fields. After installation is done, start GoCrypt 

(double-click on the Desktop icon) and the registration opens. Fill in the required fields and  

then click ‘Register’. 

 

When registering without a Fido token, the password can be alphanumeric. When registering with  

a Fido token, the PIN must be numeric (6-8 digits). The password or PIN/PUK can be changed in the 

main menu. 

Once you have successfully registered, you will receive a message to validate your e-mail address 

once. Once this has been done, you can immediately use the GoCrypt service and send messages or 

files to other registered users. 

NS. If you want to work with the Fido token, connect token before start register, Fido token will be 

recognized after a few seconds and displayed in the token field. During the registration process, your 

private key is then stored on the Fido token. You can also migrate the Fido token later in the GoCrypt 

main menu. 

If you are working with the Fido Token version and forget to connect it before starting the program, 

the registration window opens automatically. To return to the login window, click on the "Back to: 

Enter password" button. 
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The following image shows the most important functions of GoCrypt. 

 

If you would like to invite a new user, first enter their e-mail address in the recipient field and then 

click on the "Invite new recipient" icon. They will then receive the invitation to register. 

If you want to send files and/or a message, proceed as follows: 

1. Click on the "Send" symbol in the navigation bar 

2. Enter the e-mail address in the recipient field  

3. Write a message about your transaction in the subject field (this is also helpful for the 

history) 

4. Drag & drop files into the field and or write a message (click on the write symbol) 

5. Then press the "Go" button and your data will be encrypted locally and then sen 

New data stored for you on the GoCrypt server is displayed with a red tag in the navigation bar on 

your PC. 
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Receive files or messages 

You can view files you have received by clicking on the download icon in the navigation bar. Files that 

are not retrieved (in bold) remain encrypted on the GoCrypt server for 30 days. They will then be 

deleted automatically. 

 

The red tag indicates that data is available on the GoCrypt server but has not yet been downloaded. 

A simple click on the message or data file deletes the red tag, indicating that the recipient has taken 

note of the new data. 

However, the data has not yet been downloaded. This is indicated by the bold font. Double-clicking 

on one of the new data items triggers the following process:  The file or message is downloaded in 

encrypted form. If this is successful, the file or message is decrypted using the private key. The bold 

font then changes to normal font. 

Files remain available for two days after a successful download for further downloads. In the history 

of received files, messages can still be opened.  

Note: messages are stored in the local database. 
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For downloaded files, for example, the “Status” can be set with a right mouse click. 

 

For downloaded message, you also can reply a message with a right mouse click. The message  

can also be replied to in the history - received files -. 
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You can track the actions in the history - sent or received files 
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You can reply to messages received in the History – Received files. Double-click on the  

message to open it and click on the arrow (top right) to switch to reply mode. 

After entering your text and / or inserting an image or table, press "Save" to prepare  

the message for return. 

 

Option zur Datenklassifizierung in der Premium-Lizenz
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Encrypt and decrypt under Windows Explorer 

If GoCrypt is installed with administrator rights, additional functions are available, such as GoCrypt 

integration in Windows Explorer. With the right mouse button, files can be encrypted and saved 

directly in Windows Explorer. These can then be attached for sending in the standard e-mail clients. 

 

 Encrypted GoCrypt files received with standard email clients (e.g. Outlook, gmail, Thunderbird...)  

can be saved in Windows Explorer. Right-clicking on the encrypted file will then decrypt it and  

save it or decrypt it and open it. 

 

With a mouseover on an encrypted file, it shows who can decrypt the file. 

 

 

 

 

Please send technical questions to  support@rs-computer.com 
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